


1. What consequences of malicious software infections do you
know/experienced? Give two situations: 

The most common answers given by the student in this question were all
connected to the idea of data security. 



2. What is "phishing"?



3. What type of malware encrypts user files after infecting the system,
demanding ransom for their release?



4. What role does a firewall play in computer network security?



5. Which of the following is NOT a type of computer security
(protection)?



6. What are the benefits of using two-factor authentication?



7. What should you do to secure your account when using online services? 
Give 3 such actions: 

The answers to this question varied, however, the biggest group mentioned
password as the key to online safety. 



8. What threats are associated with virtual reality? (multiple choice question)



9. What is the potential usage of virtual reality technology in education? List 2
such examples: 

The answers to this question were as follows:



10. Which of the following phenomena is not a threat to user security in the
context of mobile applications?



11. List 3 potential threats associated with sharing access to user geolocation
data within applications: 

The answers to this question were as follows:



12. What is a "fake online store"?



13. What methods can hackers use to try to take control of a user's account
during purchases? Provide two methods: 

The answers to this question were as follows:



14. Which of the following are examples of authentication methods during
online purchases?



15. What is clickbait?



16. What is deepfake?



17. What are the possible consequences of oversharing, i.e., excessive sharing
of personal information on social media? 

List 2 such consequences:

The answers to this question were as follows:



18. Which actions are NOT considered cyberbullying?



19. What is "cyberbullying"?



20. What is "media multitasking"?


